








Table 2: Solid applications. An asterisk (*) indicates a third-party application, not developed by us.

Name Function Usable At

contacts Manage a list of contacts http://mzereba.github.io/contacts
contacts Manage a list of contacts http://linkeddata. github.io/contacts
calendar Event manager http://mzereba.github.io/calendar
dokieli Decentralized authoring, annotation, and social notifications  https://dokie.li

pad Shared collaborative editing https://github.com/timbl/pad
profile-editor View and update a user’s profile http://linkeddata. github.io /profile-editor
warp Solid file browser http://linkeddata.github.io/warp

cimba Microblogging (cf. Twitter) http://cimba.co

zagel Instant messaging/group chat https://solid.github.i0/solid-zagel

*webid.im
*shamblokus

Instant messaging/chat
Strategy game (cf. Blokus)

http://webid.im
http://deiu.github.io /Shamblokus

store data on two different pod servers: databox.me and
meccano.io. This section provides a specific demonstration
scenario using these servers.

The demonstration scenario involve two users, Alice and
Bob, using different pod servers. Alice will use the gold
server at databox.me, and Bob will use the meccano server
at meccano.io. We will show that although these are two
totally different servers, both users can use the same appli-
cations to access and maintain their data. This can be shown
using any of the applications in Table 2. An application will
be able to create, modify, delete, and retrieve resources in
the user’s pod. Demonstration participants can view these
resources using the warp file browser, and can also see the
client-server interaction involved.

Besides the basic Solid functionality, the demonstration
will turn to interoperability and access control. Interoper-
ability will be demonstrated through the dokieli applica-
tion enabling social interactions among users, and through
applications using link-following queries. For example, we
will demonstrate how Alice can use link-following queries in
the contacts application to search in the public contacts of
Bob. In addition to demonstrating interoperability, these ex-
amples will also demonstrate access control. They will also
demonstrate other featured of Solid such as delegation'® in
order to allow a pod to speak on behalf of its owner. As
before, demonstration participants can view the resources
being created, observe client-server interactions, and also
server-to-server interactions.

Another form of interoperability is having multiple appli-
cations use the same data. We will show that a user can use
two different contacts applications to manage the same set
of contacts. We will also demonstrate the portability pro-
vided by Solid by showing how Alice can easily migrate her
pod from databox.me to meccano.io. After this migration,
Alice needs to change her WebID profile to point to the new
storage, and her applications will be redirected to the new
pod.

5. CONCLUSION

Re-decentralizing the social Web is an important topic and
an active area of research. The Solid platform is a concrete
instance of a decentralized platform for social Web applica-
tions, providing decentralized authentication, decentralized
data management, developer support in the form of libraries
and web components, and a suite of running servers and ex-
ample applications. This demonstration will show how the

https://github.com/solid/solid-spec#webid-delegated-
requests

Solid platform can enable social applications while allowing
each user to retain control of their pod. Demonstration par-
ticipants will experience Solid from a user and application
developer perspective. They will gain insights into the inter-
operability and portability features provided by Solid, the
rich social features that it can enable, and the client and
server machinery behind these features. A concrete appre-
ciation of such a platform is very valuable in the ongoing
discussion on re-decentralization.
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